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Introduction 
 
A critical vulnerability has been identified with the Apache Log4j logging component used by Java. 
This vulnerability allows an attacker to remotely execute unauthorized code. 
 
Checks have been made with the appropriate development teams to determine which AMAG systems 
are affected by this vulnerability. It currently stands at none due to the limited use of Java. 

Systems Not Affected 
 
Symmetry (Access Control System), all versions. 
Symmetry RDS/Citrix Web Access, all versions. 
SymmetryWEB V3.X. 
Symmetry Connect & Guest, all versions. 
Symmetry Incident Management System (IMS), all versions. 
Symmetry CompleteView, all versions. 
HISEC Thorguard Management System (TGMS), all versions. 
NEC Express Cluster V3.3 & V4.0 

Systems Affected 
 
None. 


